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1 See footnote l to § 154.2(c). 

authorization, etc.), and shall include 
the date, level, and issuing organiza-
tion of the individual’s current or most 
recent security clearance or Special 
Access authorization. 

(d) All requests for non-DoD inves-
tigative files, authorized under the cri-
teria prescribed by paragraphs (a), (b) 
(1), (2), (3), and (4) and (c) of this sec-
tion shall be: 

(1) Submitted on DD Form 398–2 to 
DIS; 

(2) Annotated as a ‘‘Single Agency 
Check’’ of whichever agency or agency 
developed the investigative file or to 
obtain the check of a single national 
agency. 

(e) When further investigation is de-
sired, in addition to an existing non- 
DoD investigative file, a DD Form 1879 
will be submitted to DIS with the ap-
propriate security forms attached. The 
submission of a Single Agency Check 
via DD Form 398–2 will be used to ob-
tain an existing investigative file or 
check a single national agency. 

(f) Whenever a civilian or military 
member transfers from one DoD activ-
ity to another, the losing organiza-
tion’s security office is responsible for 
advising the gaining organization of 
any pending action to suspend, deny or 
revoke the individual’s security clear-
ance as well as any adverse informa-
tion that may exist in security, per-
sonnel or other files. In such instances 
the clearance shall not be reissued 
until the questionable information has 
been adjudicated. 

§ 154.26 Investigations conducted and 
clearances granted by other agen-
cies of the Federal government. 

(a) Whenever a prior investigation or 
personnel security determination (in-
cluding clearance for access to infor-
mation classified under E.O. 12356 of 
another agency of the Federal Govern-
ment meets the investigative scope and 
standards of this part, such investiga-
tion or clearance may be accepted for 
the investigative or clearance purposes 
of this part, provided that the employ-
ment with the Federal agency con-
cerned has been continuous and there 
has been no break longer than 12 
months since completion of the prior 
investigation, and further provided 
that inquiry with the agency discloses 

no reason why the clearance should not 
be accepted. If it is determined that 
the prior investigation does not meet 
the provisions of this paragraph, sup-
plemental investigation shall be re-
quested. 

(b) A NACI conducted by OPM shall 
be accepted and considered equivalent 
to a DNACI for the purposes of this 
part. 

(c) Department of Defense policy on 
reciprocal acceptance of clearances 
with the Nuclear Regulatory Commis-
sion and the Department of Energy is 
set forth in DoD Directive 5210.2. 1 

Subpart E—Requesting Personnel 
Security Investigations 

§ 154.30 General. 
Requests for personnel security in-

vestigations shall be limited to those 
required to accomplish the Defense 
mission. Such requests shall be sub-
mitted only by the authorities des-
ignated in § 154.31. These authorities 
shall be held responsible for deter-
mining if persons under their jurisdic-
tion require a personnel security inves-
tigation. Proper planning must be ef-
fected to ensure that investigative re-
quests are submitted sufficiently in ad-
vance to allow completion of the inves-
tigation before the time it is needed to 
grant the required clearance or other-
wise make the necessary personnel se-
curity determination. 

§ 154.31 Authorized requesters. 
Requests for personnel security in-

vestigation shall be accepted only from 
the requesters designated below: 

(a) Military Departments. (1) Army. 
(i) Central Clearance Facility. 
(ii) All activity commanders. 
(iii) Chiefs of recruiting stations. 
(2) Navy (including Marine Corps). 
(i) Central Adjudicative Facility. 
(ii) Commanders and commanding of-

ficers of organizations listed on the 
Standard Navy Distribution List. 

(iii) Chiefs of recruiting stations. 
(3) Air Force. 
(i) Air Force Security Clearance Of-

fice. 
(ii) Assistant Chief of Staff for Intel-

ligence. 
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(iii) All activity commanders. 
(iv) Chiefs of recruiting stations. 
(b) Defense Agencies—Directors of 

Security and activity commanders. 
(c) Organization of the Joint Chiefs 

of Staff—Chief, Security Division. 
(d) Office of the Secretary of De-

fense—Director for Personnel and Se-
curity, Washington Headquarters Serv-
ices. 

(e) Commanders of Unified and Speci-
fied Commands or their designees. 

(f) Such other requesters approved by 
the Deputy Under Secretary of Defense 
for Policy. 

§ 154.32 Criteria for requesting inves-
tigations. 

Authorized requesters shall use the 
tables set forth in appendix C to deter-
mine the type of investigation that 
shall be requested to meet the inves-
tigative requirement of the specific po-
sition or duty concerned. 

§ 154.33 Request procedures. 
To insure efficient and effective com-

pletion of required investigations, all 
requests for personnel security inves-
tigations shall be prepared and for-
warded in accordance with Appendix B 
and the investigative jurisdictional 
policies set forth in § 154.9. 

§ 154.34 Priority requests. 
To insure that personnel security in-

vestigations are conducted in an or-
derly and efficient manner, requests for 
priority for individual investigations 
or categories of investigations shall be 
kept to a minimum. DIS shall not as-
sign priority to any personnel security 
investigation or categories of inves-
tigations without written approval of 
the Deputy Under Secretary of Defense 
for Policy. 

§ 154.35 Personal data provided by the 
subject of the investigation. 

(a) To conduct the required inves-
tigation, it is necessary that the inves-
tigative agency be provided certain rel-
evant data concerning the subject of 
the investigation. The Privacy Act of 
1974 requires that, to the greatest ex-
tent practicable, personal information 
shall be obtained directly from the sub-
ject individual when the information 
may result in adverse determinations 

affecting an individual’s rights, bene-
fits, and privileges under Federal pro-
grams. 

(b) Accordingly, it is incumbent upon 
the subject of each personnel security 
investigation to provide the personal 
information required by this part. At a 
minimum, the individual shall com-
plete the appropriate investigative 
forms, provide fingerprints of a quality 
acceptable to the FBI, and execute a 
signed release, as necessary, author-
izing custodians of police, credit, edu-
cation, employment, and medical and 
similar records, to provide relevant 
record information to the investigative 
agency. When the FBI returns a finger-
print card indicating that the quality 
of the fingerprints is not acceptable, an 
additional set of fingerprints will be 
obtained from the subject. In the event 
the FBI indicates that the additional 
fingerprints are also unacceptable, no 
further attempt to obtain more finger-
prints need be made; this aspect of the 
investigation will then be processed on 
the basis of the name check of the FBI 
files. As an exception, a minimum of 
three attempts will be made for all 
Presidential Support cases, for SCI ac-
cess nominations if the requester so in-
dicates, and in those cases in which 
more than minor derogatory informa-
tion exists. Each subject of a personnel 
security investigation conducted under 
the provisions of this part shall be fur-
nished a Privacy Act Statement advis-
ing of the authority for obtaining the 
personal data, the principal purpose(s) 
for obtaining it, the routine uses, 
whether disclosure is mandatory or 
voluntary, the effect on the individual 
if it is not provided, and that subse-
quent use of the data may be employed 
as part of an aperiodic review process 
to evaluate continued eligibility for ac-
cess to classified information. 

(c) Failure to respond within the 
time limit prescribed by the requesting 
organization with the required security 
forms or refusal to provide or permit 
access to the relevant information re-
quired by this part shall result in ter-
mination of the individual’s security 
clearance or assignment to sensitive 
duties utilizing the procedures of 
§ 154.59 or further administrative proc-
essing of the investigative request. 
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